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The CASwell CAR-5060 is primarily targeted for unified threat management. It supports large-size 
data centers, communication or cloud service providers. Also for enterprises with high internal networking workloads. 
The CAF-0100 is the ideal solution for SMB and SOHO. They can use it to monitor network traffic and for bandwidth 
management. Also for medical and dental imaging systems. 
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CAR-5060
2x Intel Xeon 3rd Generation Scalable Processors (Ice Lake)
DDR4-3200 ECC Memory (up to 16 RDIMMs & 512 GB)
Up to 8x CASwell Proprietary NIN Modules (PCIe 4.0 x8 design)
Up to 64x RJ45 Ethernet Ports
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Cyber Security for uCPE, vCPE and SDN 
in the age of 5G and AIoT
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CAF-0100

Intel Atom SoC x6000 series (Elkhart Lake)
1x DDR4 SO-DIMM
Up to 6x GbE RJ45 Ports & 2x Bypass
Wi-Fi module support
4G LTE/5G sub-6 module support
eMMC storage onboard


